
           Protection against data theft and internally-generated attacks is of increasing importance to 

users of home and small business networks, wired or wireless. When computers are interconnected 

and exchanging data, there is considerable risk that information may be intercepted or sabotaged 

while in transit, resulting in compromised confidential data or disruption of network services.  

          Outpost Firewall Pro 3.0's advanced attack detection and anti-spoofing technology prevents 

your computer from being hijacked and used against its own network. Your computers are pro-

actively defended against zero-day attacks and protected against vulnerabilities in Windows operating 

systems until such time as Microsoft issues a patch. 

          With Outpost protection in place on your system, you no longer need to be afraid that someone 

will steal your information over the network or the Internet. Next time you plan to visit a Wi-Fi 

Internet café, make sure you take Outpost along, too! 
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